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Health emergency response staff with access to records and information systems (PCs, network, internet, e-mail, telephones, pagers, fax machines, etc.) for the purpose of emergency planning and response have a legal and ethical responsibility to protect the confidentiality of personal, medical, financial, personnel, and protected health information, and to use that information and those systems only in the performance of their jobs. The following requirements apply to confidential information accessed, received or sent in any format, including digital, paper, voice, facsimile, etc. 

I understand and agree to the following: 

1.  I will only access, discuss, or divulge confidential employee/staff/clients information as required for the performance of my job duties. In a health emergency responders may need to use all of an individual’s health information to provide emergency antibiotics, antitoxins, or vaccines. However, access to protected health information for other purposes must be limited, based on job scope and the need for information. 

2. Non-adherence to this Confidentiality and Compliance Agreement may result in termination or legal ramification.
	
3.  Individuals volunteering or responding to a public health emergency in a POD or POD support capacity where they will be reviewing forms with personal medical information about fellow employees, family members, POD staff, and clients will not divulge this information to others except on a need to know basis. This agreement continues indefinitely, with no time limit which it may be divulged.

4. Violation of state and federal laws regarding patient privacy may subject me to substantial monetary penalties and/or make me the subject of a civil or criminal action pursuant to the Health Insurance Portability and Accountability Act of 1996 (HIPAA), and other federal and state privacy laws. 


	 NAME (PRINT) 





	 SIGNATURE 





	POD or POD Support - Name and Address 




	DATE SIGNED 



